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ICT GUIDANCE 2010 

INTRODUCTION 

This guidance is intended to give Association and Division Secretaries information on how to approach 
acquiring and using technology to assist local support for member and local organising activities. 

Some of the guidance is best used when you’re about to purchase new equipment or carry out any updates; 
e.g. a new PC or you’re thinking of going wireless. Other parts of the guidance are activities that need to be 
done or monitored regularly so you’re not out of date; e.g. updating anti-virus software or backing up data. 

The headings in this guidance aren’t exhaustive and will be added to as the technology changes or new 
entrants in technology appear. The guidance will be split into 4 sections; set-up and review, maintenance, on-
line tools and compliance. 

ICT REQUIREMENTS 

Today, very few activities around organising and providing support for members can be done without ICT. The 
Union provides the following tools to support your work. 

¶ Generic e-mail address 

¶ Membership Reports 

¶ Member Look-up 

¶ Treasurers Spreadsheet 

¶ Websites for Associations and Divisions 

Other tools that you may use include: 

¶ Social networking sites e.g. Facebook 

¶ Smart phones and Blackberrys 

¶ On-line survey tool e.g. SurveyMonkey 

¶ On-line e-mail marketing tool e.g. Dotmailer though there are other free ones available 

¶ Skype – phone calls free to other skype users with 1:1 video conferencing  

Please remember that this is a guidance document. Tools provided by the NUT are naturally recommended. 
Other tools referred to within the document are either requests by other secretaries for inclusion or 
examples of typical applications to perform a function. To access the tools the Union provides you will need a 
device (PC, Laptop, SmartPhone1) and an internet connection (fixed, wireless, 3g card/dongle, phone contract). 
Your choice will depend on how you like or need to work; from an office, home, mobile or a combination. 

                                                                 

1 Not all Smart phones will allow access to all the tools provided by the Union; however the technology is 
improving all the time and this guidance will be updated as new hardware/devices are tested. 
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More information on tools the tools above can be found further on in this document under Tools the union 
provide 

SET-UP & REVIEW 

NEW EQUIPMENT 

Most of the equipment mentioned here will focus on PC & Laptops using Windows. Over time some guidance 
could be available on Apple Macs but as most will use the former the focus will be ordinary PCs and laptops. 

This section includes 

¶ Minimum specification PC/Laptop  

¶ Software 

¶ Printers and photocopiers 

¶ Portable storage devices 

¶ Databases 

¶ Internet service providers 

¶ Networking and wireless 

Please note that this section of the guidance is only for those who are thinking of purchasing new 
ŜǉǳƛǇƳŜƴǘΦ 9ȄƛǎǘƛƴƎ ŜǉǳƛǇƳŜƴǘ ǇǳǊŎƘŀǎŜŘ ƛƴ ǘƘŜ ƭŀǎǘ о ȅŜŀǊǎ ǎƘƻǳƭŘƴΩǘ ƴŜŜŘ ǳǇƎǊŀŘƛƴƎ ŀƴŘ ǎƘƻǳƭŘ ǎǘƛƭƭ ōŜ 
functional. 5ƻƴΩǘ ōŜ ǎŜŘǳŎŜŘ ōȅ ƴŜǿ ŜǉǳƛǇƳŜƴǘ ƻƴ ǘƘŜ ƳŀǊƪŜǘΣ ƛǘ ŘƻŜǎƴΩǘ ƳŜŀƴ ȅƻǳǊ ŜǉǳƛǇƳŜƴǘ ƛǎ 
obsolete; if it still does the job there is no need to change. 

¶ If PCs and laptops are a bit slow after following the guidance, the most it probably needs is some extra 
RAM memory and/or good housekeeping. 

¶ ¢ƘƻǎŜ ǇƭŀƴƴƛƴƎ ǘƻ ǎƛƎƴ ǳǇ ŦƻǊ ŀƴŘ ǳǎŜ ǘƘŜ Ψ¢ŜƳǇƭŀǘŜ ǿŜōǎƛǘŜǎ ŦƻǊ !ǎǎƻŎƛŀǘƛƻƴǎΩ ǿƛƭƭ ōŜ ŀōƭŜ ǘƻ Ƴŀƛƴǘŀƛƴ 
their websites using existing equipment.  

¶ As a guide, your IT equipment should not be older than PCs that were originally able to use Windows 
2000 or earlier versions. 

¶ Those still on windows 98 or older should upgrade at the earliest opportunity. 

MINIMUM SPECIFICATION FOR PCS AND LAPTOPS 

 Minimum Specification 

Processor  A processor or Computer Processing Unit (CPU) is a component that runs the 
computer, its main characteristic is speed measured in gigahertz (GHz); the 
higher the speed the faster the computer.  

As a minimum choose a Dual core processor, 2Ghz or faster  

Memory Memory is used by the processor to run programs, the more memory or 
Random Access Memory (RAM) you have the better. 

As a minimum 2gb RAM should be sufficient, though get more if on offer. If 
you’re using a 1Gb machine or less you should be able to purchase some 
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 Minimum Specification 

memory and upgrade your machine. This is usually cheaper than replacing the 
machine if it is running a bit slow. 

Hard Disk A hard disk stores the data you create and the programs you need to use. 100gb 
plus Hard Drive – most are about 300GB with at least 7200 rpm SATA -  the 
latter is the speed of the hard drive. If you intend to create or store graphics 
and other media (pictures, videos, audio) get as much hard disk memory as 
possible as this will quickly be used. 

DVD/CD Read 
Writer   

This is the Optical drive CD/DVD rewriter allowing you to write  to a CD and 
DVD. Look out for SATA DVD RAM with double layer supporting Lightscribe 
technology. 

Modem for 
internet 
access 

Broadband Modem provides access to the internet via a telephone point. It may 
say Ethernet RJ-45 port, this is a connector that looks like a phone connector 
but is slightly different. All computers or laptops bought must have a 
connection that allows access to the internet though wireless or USB dongles 
are more common for laptops 

Wireless It is best to get a computer that is wireless compatible so ask the vendor to 
make sure. While this is common on laptops it isn’t always the case with 
desktops, though this is less frequent an occurrence. More on wireless/Wi-Fi 
below   

Monitor As a minimum a 17” should be fine but most new computers come bundled 
with a 19” monitor. Ensure it is a Flat screen TFT or LCD capable of 1024 X 768 
resolutions with high colour.  

Memory card 
Reader 

Memory Card reader is good if integrated though external ones are reasonably 
priced. If you have an older machine without a card reader it would be worth 
looking for an external one with a USB connection. 

USB ports Most machines have at least two USB 2.0 ports, however the more the better as 
these can be used for printers, mouse, keyboard, smart phones  and other 
peripherals 

Operating 
System 

MS Windows XP Operating system (Avoid Vista and opt for Windows 7 ) 

Office 
Applications 

These include applications for word processing, creating presentations and 
manipulating data in spreadsheets. 

Microsoft Office includes (Word, Excel, Outlook or Outlook Express) & 
PowerPoint depending on which version is purchased. 

Network 
connection 

A network card, included in the computer/laptop is needed if you’re connecting 
to a LAN (Local area network) 

Keyboard A Keyboard usually comes bundled with the computer though you can get a 
wireless keyboard for a neater set-up 

Mouse A Mouse usually comes bundled with the computer though you can, like above, 
get a wireless mouse. Generally wireless mouse and keyboards come bundled 
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 Minimum Specification 

together 

Graphics Intel graphics processor – preferably GMA line e.g. GMA X4500 Graphics 
memory 256mb plus – must be onboard, integrated with the machine. 
Purchasing separately will be expensive. 

Sound Sound card.  

Bluetooth Bluetooth compatible – though only turn on as needed 

Laptops  The typical minimum specification for a laptop would be as above but with: 

Laptop DVD 
CD/DVD RW with Lightscribe drive either in-built or external; an external DVD 
RW can cost as little as £40.00 

Laptop 
Monitor 

12” monitor size as a guide or whatever is comfortable – if you get a smaller 
laptop or notebook you could invest in a 19” screen with a USB connection and 
a wireless keyboard and mouse for comfortable office use. 

Wireless/ 
network 
connection 

Network card if accessing a LAN and definitely Wi-Fi capable though few laptops 
wouldn’t have Wi-Fi in today. 

There are currently the All-IN-One PCs available. These are fairly new and if you want to get 
one, ensure you read as many reviews as possible before purchase. They are not as powerful as 
a PC but could possibly work for you; it does depend on how you want to use it. 

DESKTOP OR LAPTOP 

Your choice of desktops or laptops will depend on how you intend to use each. The table below 
will give some indication of when to purchase either. 

Desktop Laptop 

J Cheaper for more performance J Allow you to be mobile if light version is 
purchased, therefore easier to work 
away from the office 

J Easier to upgrade and repair J Take up less space if used in the office 

J Secure – if location secure L Easily stolen or broken while mobile  
Less easy and more expensive to repair 

L Only used in the office but can 
connect back to it using a remote 
tool 

L More costly for less performance 

 

WHERE TO PURCHASE 

It is advisable to purchase your PCs laptops and software from well known and/or reputable 
outlets. When purchasing equipment you’re purchasing a whole service. Even if you don’t 
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extend the warranty, you are still getting a year where should anything happen you can return 
the equipment for new or repair. If the supplier isn’t that well known and goes out of business 
then you lose that warranty. If this does happen the manufacturer would still honour this but it 
is easier to go through the purchaser. 

It is important to ensure that equipment is suitable for use in an office.  Equipment meant for 
home use might be cheaper but it may not be suitable for a busy office environment. Again, 
your choice of equipment depends on how you intend to use it. 

SOFTWARE 

Most desktops have the basic Microsoft applications, such as Microsoft Works.  This consists of 
a word processor, spreadsheet, database and email package. It might, however, be worth 
investing in the Microsoft Office that includes Microsoft Word, Excel & Outlook. Outlook Express 
is also useful if you prefer. 

Associations and Divisions that prefer to use non-Microsoft applications should still have at least 
one desktop or laptop with Microsoft applications as they are the most commonly used. It 
should be possible to purchase licences at educational prices rather than full cost.  

Below in bold, is the basic software you would need on your Pc or Laptop to operate. The others 
mentioned should support activities. 

Most new machines may come with Office 2007 as a part of the package you may purchase. 
Your members and indeed the Union have or will very soon start to use Office 2007. Microsoft 
offers a Compatibility Pack that allows those using Office 2003 to view and edit Office 2007 files. 

This pack can be found at: http://www.microsoft.com/downloads/en/default.aspx Type Office 
2007 Compatibility pack in the search box. A full explanation of this can be found in Circular 
10/023 RM. 

Operating system Microsoft XP or Windows 7  - Avoid Vista – use the link below to compare 

http://windows.microsoft.com/en-B/windows7/products/compare 

Office Applications Microsoft Word, Excel (2003 or 2007) While Office 2010 is out it hasn’t 
been proven so it is best to go for Office 2007. Office 2010 looks very 
much like Office 2007 but with small differences that are easily adopted. 
Office 2003 and Office 2007 are vastly different though there are a 
number of 1 day training courses and tools on the Microsoft website to 
help with this transition.  

E-mail Outlook express or Outlook 

Video, audio player Microsoft Media Player, Real player or other e.g. Quicktime 

http://www.microsoft.com/downloads/en/default.aspx
http://windows.microsoft.com/en-B/windows7/products/compare
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PDF files Adobe Acrobat – free but there is a licence costs for the full product 

Presentations Microsoft Powerpoint 

Newsletters Microsoft Publisher; though Hearth has many templates for newsletters 
and its library will be added to over time. 

Zipping files Microsoft has an inbuilt zipping facility that compresses files, groups of 
files for e-mailing. Alternatively Winzip can be used. 

Movie/Video 
editing 

Movie maker included in XP. No video editing software included in 
Windows 7. With Windows 7 you will need to add Microsoft’s Windows 
Live movie maker.  

 

BROWSERS 

Most of us use Internet Explorer as a browser for the web mainly because it comes pre-installed 
with the Windows Operating System. 

However there are a few other equally good browsers available if you prefer something 
different. These include Firefox, Opera, Google Chrome and Apple Safari. 

Firefox, a browser from Mozilla, is the second most used browser. It is designed with simplicity 
and security and can be extended to take account of new needs.  

Opera is a small, fast standards compliant web browser.  It is the most accessibility2 friendly 
browser; where other browsers have a number of add-ons or plug-ins to fulfil accessibility 
needs, Opera has these as standard. Opera is also the preferred browser for devices like mobile 
phones and other handheld computers, using Opera MINI.  

Google Chrome, released in 2008 is an open-source browser. Chrome has been reported as a 
very good browser however it currently doesn’t support the Content Management System 
(CMS) used to create websites for Local Associations and Divisions. This will be quite a common 
occurrence for Chrome. A recent entrant to the market, developers would not have had time to 
make their products compatible or the cost may not be justified until Chrome has a greater 
market share. 

Apple Safari is the default browser for Apple MAC machines. Like Chrome above, it also doesn’t 
support the CMS for website for Associations and Divisions. 

                                                                 

2 Accessibility standards that allow disabled users to browse the web with equivalent benefit 
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More on browsers and alternative browsers can be found at Alternative Browsers 

 

DATABASES 

A database application such as Microsoft Access might be useful for larger Associations and 
Divisions. It has more flexible reporting capabilities than a spreadsheet application such as Excel. 
Excel, however is an easy to use and flexible tool especially for manipulating list of members 
from reports downloaded using the “Membership Reports” module on Hearth.  

COMMUNICATION 

INTERNET 

It is recommended that at least one desktop or laptop should have access to the Internet. 
Access to the internet can be purchased from a number of well known providers. These are 
called Internet Service Providers (ISPs). Common examples are BT and TalkTalk. Some ISPs offer 
favourable rates similar to home rates but for small business use. These are worth exploring. 

The connection should preferably be broadband as this is faster than other methods of 
connection and is always on without tying up your phone line. It is not always possible to get 
broadband in all areas and you may have to use dial-up or ISDN connections. You should be able 
to check this with your ISP using your phone number and postcode. 

For a general look across all suppliers try www.broadbandchecker.co.uk, enter your postcode, 
select Home or Business, and it will give you a summary of whether you have ADSL, Cable, 
satellite or mobile 3g in your area. It will tell you where your nearest exchange is and whether it 
is ADSL enabled with the maximum download speed you can expect. It will then give you a list of 
providers including prices and contact details. 

Be aware that you may have to sign up to a set period as per the ISPs contract, this is usually 12 
calendar months though some may ask you to connect for longer e.g. 18 months or 2 years. 
Most do not ask for a connection fee but some do though this isn’t common these days as it is 
so competitive at the moment. 

Costs vary and are becoming more competitive; the amount of bandwidth (X megabytes) is also 
getting better. However, check if there is a limit on usage as the cheaper providers may have a 
limit on usage e.g. 10GB per month. When comparing, look into what other services are on offer 
e.g. free spam software, anti-virus and firewall; also check whether the cost includes VAT, or 
remember to include VAT when looking at total costs.  

Comparing these will enable you to choose the best value solution for your office or use. 

http://www.alternativebrowseralliance.com/
http://www.broadbandchecker.co.uk/
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hƴŎŜ ȅƻǳ ƘŀǾŜ ŀƴ ƛƴǘŜǊƴŜǘ ŎƻƴƴŜŎǘƛƻƴΣ ƪŜŜǇ ŎƘŜŎƪƛƴƎ ǘƘŜ ŘŜŀƭǎ ƻƴ ƻŦŦŜǊ ƻƴ ǘƘŜ ǇǊƻǾƛŘŜǊΩǎ ǿŜōǎƛǘŜ 
as you could find costs has been reduced or is more common, you can get more bandwidth for 
the same subscription.  

NETWORK 

Larger Associations and Divisions based over more than one site may find a Wide Area Network 
suitable. A local IT company should be able to implement something for you. 

Large associations or associations in a single office may consider Local Area Network (LAN) as 
opposed to a Peer to Peer network. Peer to Peer are fine for 1-2 members of staff as if 
something goes wrong it affects all connected. With a LAN, if something goes wrong only that 
individual(s) would be affected. 

Wireless technology is also worth considering to prevent wiring costs. There are local providers 
who can do these installations for you. If you cannot find a good local supplier, a national 
supplier who may have satellite offices or roaming engineers are also worth using. 

WIRELESS 

A wireless network could be suitable for networks in a small office or at home. A wireless 
network is created using a device called a wireless router. Common examples include Netgear 
and 3Com though there are others equally good on the market. Most ISPs now routinely provide 
wireless routers as a part of their internet package, generally this is a better option as they can 
set it up for you or advise you on set-up. 

Questions that should be asked when choosing to wireless include how security is guaranteed 
and how can you ensure only users you want to access ‘your’ wireless network does? They 
should advise 128bit encryption and may mention WEP and WPA2. The latter is more secure 
and should always be used. If only WEP security is available change the hardware to one that 
supports WPA/WPA2. WEP on its own is not secure. 

Further security should enable you to add specific MAC3 addresses to your wireless network as 
this ensures only the PCs/ Laptops you want to use your wireless, does so.  

Remember to change the factory password for your wireless if the documentation mentions it is 
standard. Once changed, make a note of it and keep in a safe place. You will need it if you need 
to reset your equipment for any reason e.g. power cut. 

                                                                 

3 Mac address is a unique number/address that comes with all devices, PCs, Laptops, Servers, games consoles 
and even mobile devices like phones and PDAs. 
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Other issues with wireless connections could be interference if the office you’re using is in a 
building with other offices using wireless and could result in poor communication or a loss of 
connection altogether. Also in a building, consistent coverage could be an issue causing ‘black 
spots’ where it is difficult to pick up radio frequencies. 

Transmission would always be lower and less efficient than if the connection was wired. 

However, wireless could still be a good solution especially in buildings where drilling into the 
walls are prohibited. It is also cheaper and quicker to install.  

 

PRINTING, FAXING, SCANNING & PHOTOCOPYING 

Access to printing, photocopying, faxing and scanning functions either from individual devices or 
as one multifunctional device is essential.  You may get a multi-functional device bundled with a 
PC/Laptop purchase. 

If purchased separately, the following considerations, if taken into account should provide you 
with a best fit. 

If you want to print mainly text and printing speed is important then a laser printer is the most 
suitable. 

If you mainly print leaflets and newsletters in colour then an Inkjet is a good choice, however 
printing black and white on an inkjet isn’t of the best quality. 

You may also want to consider if you only need to print in standard A4 size, larger A3 or smaller 
A5. However unless this is done frequently, it isn’t worth the extra expense in getting a printer 
that does different sizes. 

Most Associations purchase a multifunctional device (print/scan/copier/fax) to cater for the 
multiple office printing needed.  

It is also worth reviewing if it would print double sided without manual intervention. Some force 
you to print then turn the paper around so it prints on the other side. If you can get double 
sided printing ensure it is automatic. 

The type of device and cost will also depends on the volume of throughput, pages per minute 
(ppm) as well as the number of users printing to the printer. If you have an office of 5 users and 
it is a slow printer then it can become frustrating waiting for printouts. 

When purchasing any of these devices, make a note of the cost of the consumables e.g. printer 
cartridges. A good multifunctional device could cost around £60 but the cartridges can cost £15-
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20 for each replacement. The cartridges that come with the device are never full so ensure you 
purchase a replacement set if you intend to print volumes in its first use.  

Associations and Divisions have used external print houses for bulk printing of documents, 
leaflets and other materials. These are found locally and it is worth reviewing 2/3 to get the best 
price. 

 

 

PORTABLE STORAGE 

USB memory sticks and external hard drives are popular storage devices used to 
transfer/transport data or back-up data from desktop machines. Securing these devices is 
important following the recent breaches in data security. 

If data is transferred to these devices, they need to be encrypted and/or securely stored. If 
these devices are lost or stolen and have members’ details on them, the data protection will be 
breached. Data stored on desktops or laptops will generally have a login before they can be 
accessed, data on external devices do not have this facility and if attached to another machine, 
the data will be accessible to that user. If you absolutely need to store members’ details on 
these devices and carry them around with you, then at the very least password the file (excel or 
word file). If you can, create it as a PDF and encrypt it adding a password. 

These devices should be used as short term storage of information; if no longer needed or the 
data is out of date, it should be deleted. Membership reports will always have the up to date list 
of your members for download. 

LŦ ȅƻǳ ƭƻǎŜ ŀƴȅ ƻŦ ȅƻǳǊ ƳŜƳōŜǊǎΩ ŘŜǘŀƛƭǎ ȅƻǳ Ƴǳǎǘ ƛƴŦƻǊƳ ǘƘŜ ¦ƴƛƻƴ ŀǎ the rules are stricter 
than ever and there are financial penalties but more critical there could be damage to the 
¦ƴƛƻƴΩǎ ǊŜǇǳǘŀǘƛƻƴ ŀƴŘ ŎǊŜŘƛōƛƭƛǘȅΦ 

OTHER EQUIPMENT: MOBILE PHONE, ANSWER SERVICE, CAMERA & PROJECTOR 

Divisions and Associations will ideally have a telephone and answering machine.  This should 
preferably have a dedicated phone number in order to separate work and private lives. 

There are facilities available that help to prevent lost calls from members or casework 
communications.  

At least one association have come across E-Receptionist. Ereceptionist can forward calls to a 
phone number of your choice and send messages as e-mail attachments. These start at around 
£20 per month so you may decide that a mobile costing the same could be suitable. A note of 

http://www.ereceptionist.co.uk/
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warning, with any of these on-line products do read the customer agreement on the website or 
request one before signing up.  

Questions you may want to ask while reading these or speaking to the company include: 

¶ Where is your data stored? 

¶ How long is data stored? 

¶ Who has access to it? 

¶ Can it be sold? 

¶ If the company no longer exist who owns the data? 

¶ How can you be sure the data you believe is destroyed is destroyed and not just 
archived? 

¶ Is data stored in the UK or overseas?  

¶ Can it be transported elsewhere and would you be informed? 

General advice is to work with products that are UK based or/and the agreement answers the 
questions above satisfactorily.  

Most companies are okay about changing their customer agreement/Terms and Conditions if 
the reason is clear. 

Consideration should be given to the provision of a mobile phone for the Secretary and a digital 
camera for the Health & Safety Adviser. 

Digital cameras must have a USB cable for connection to a PC/desktop/Laptop or printer for 
downloading or printing pictures. 

Investment in a projector, if costs allow, could be useful for training and briefing meetings. 
However if you’re hiring a venue these could be included in the cost or can be rented for extra 
cost. 

 

GRANTS FOR ICT EQUIPMENT 

Grants for ICT equipment were not available under the previous Grant Regulations. These new 
Grant Regulations recognise that ICT provides an increasingly useful and often necessary 
method for Associations and Divisions to disseminate information and keep in touch with 
members. 

For the grants, under this heading only, applications will be considered on a means-tested basis, 
with consideration being given to the funds available to the association/division. 
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The focus of these grants is on those Associations/Divisions which have either no ICT resources 
or inadequate ones. 

Grant funding will be available for: 

(a) setting up new equipment where there is effectively no existing equipment; and 

(b) an upgrade to existing equipment needed as a consequence of normal wear and tear 
and obsolescence. In these cases, assistance for equipment upgrades will be available for 
equipment which is at least three years old. 

Associations will only be able to apply for ICT grants once every three years. The level of funding 
provided will relate to an assessment of the value for money of the association’s proposals, as 
well as consideration of the level of current association balances. Grant funding will not be 
provided for ongoing commitments such as rentals or consumables. 

Associations and Divisions can apply for grants to purchase ICT equipment.  The relevant part of 
the Grants Regulations is set out below and you can contact Sarah Thompson in the Organising 
and Membership Department on 020 7380 4821 or e-mail s.thompson@nut.org.uk for further 
information. 

MAINTENANCE 

SUPPORT AND MAINTENANCE 

There may be a local organisation that could offer technical support and training for a small fee.  
As guidance, the following basic precautions could reduce the risk of infection or data loss if 
maintenance required is undertaken regularly: 

¶ ICT equipment usually has a comprehensive ‘help’ module that should provide useful 
advice for minor problems and how to keep the PC running at an optimum level, for 
example, defragmentation. 

¶ Ensure virus protection software is loaded and updated regularly. There is usually a 
small fee for updates.  More on Anti-Virus (AV) 

¶ Use spam blocking services that are available from most ISPs for a small monthly fee or 
free. More on SPAM prevention 

mailto:s.thompson@nut.org.uk
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¶ If you are using Office 2007 remember to save documents and files in the 2003 format, 
for recipients of these documents using Office 2003. They will not be able to open these 
documents unless they have the Compatibility Pack loaded. 

¶ If you are using Office 2003 and receive Office 2007 files, there is a άaƛŎǊƻǎƻŦǘ hŦŦƛŎŜ 
/ƻƳǇŀǘƛōƛƭƛǘȅ tŀŎƪ ŦƻǊ ²ƻǊŘΣ 9ȄŎŜƭΣ ŀƴŘ tƻǿŜǊtƻƛƴǘ нллтέ on the Microsoft website: 
http://www.microsoft.com/downloads/en/default.aspx. Download and install this to all 
machines in use. 

¶ Visit the Microsoft website regularly for advice and ensure that patches are applied 
regularly; e.g. Windows Defender 

¶ Unless you have it on good authority or recommendation, do not use free spyware or 
spam blockers or other software. Generally companies invite you to use theirs for free or 
a small fee but they may be installing rogue cookies or other programs for later use. It is 
best to stick to the well known software protectors. More on Firewalls 

 

SECURING YOUR MACHINE, YOUR DATA AND YOURSELF 

 

PROTECTING YOUR LAPTOP/PC AND DATA 

Security is paramount when using IT to manage workload, though it tends to be postponed until 
something drastic happens. 

It is worth making the time to introduce a few basic but necessary practices that will protect 
your machine, your data and more importantly, yourself. 

Once you have implemented the level of security you’re comfortable with, tell all who use your 
machine that you expect their use on the machine to be responsible and they should let you 
know of anything that causes a problem. 

Anyone handling members’ data or information e.g. casework, should be encouraged to adopt a 
clean desk policy where sensitive data is locked away. 

 

PHYSICAL SECURITY 

http://www.microsoft.com/downloads/en/default.aspx
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Physically securing your equipment depends on the security of your office or other physical 
location where the equipment is kept and used.  

Laptops, while in the office or fixed location, and Desktops can be locked using Kensington 
Locks, securing the machine to an immovable or hard to move part of the office or furniture. 

http://www.k ensingtonlocks.co.uk/ 

While on the move secure equipment out of sight as you would for personal equipment e.g. 
cameras, phones etc. Larger equipment like a Laptop or projector is best secured in a car boot 
rather than on the seat.   

For each piece of hardware or software purchased, keep a list of the serial numbers along with 
date purchased as this will support any insurance claim. 

ACCESS SECURITY 

The type of access users have to a computer and data should be thought about and controls put 
in place if necessary. 

Typical restrictions include what data each user can access based on the needs of their role, 
what data can be copied and removed from the premises without permission and who can add 
applications, download and upload programs and data.  

All machines should be easily locked e.g. via a screen saver requiring a password, for short 
periods away from a computer or laptop. This could be as simple as pressing “CTRL,ALT DEL” 
followed by RETURN to lock the laptop or desktop. Other means is having a timed lock-out 
where after X minutes of inactivity the machine locks itself until a password is entered. 

Note for Windows 7: 

If you’re using Windows 7 and it doesn’t have the old windows login screen do the following; 

 

 

Click on the Windows Start button 

Type in “netplwiz” in the search 
box 

Select the Netplwiz program from 
the list of programs. 

 

http://www.kensingtonlocks.co.uk/
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PASSWORD YOUR MACHINE 

Use passwords responsibly. Keep the main admin password access to a minimum of users; 
generally yourself. Place a copy of it in a sealed envelope somewhere safe ( just in case you 
forget). If you need to share the admin password it is best to create another admin password 
e.g. need to share with the PC maintenance person; once their work is done, you can delete the 
login or change that password if keeping the access for future use. Always monitor the number 
of users created on the machine and if there are any users you don’t recognise, change the 
password using your admin access. If no one complains after a period of time, delete the user.  

 

ANTI-VIRUS (AV) 

Always have AV loaded and up to date on your machine.  

Some Internet providers provide an AV and firewall service as part of their internet service; e.g. 
BT Internet Protect £3.50 per month. Most machines come with a 6 months to a year’s free 
subscription to Norton’s AV though you need to renew this annually as it is a subscription 
service.  

Microsoft has the ‘Microsoft Security Essentials’ that is free to download and updates very much 
like Microsoft updates. http://www.microsoft.com/Security_Essentials/ 

Select the “Advanced Tab” 

Under Secure Logon, tick the box 
as shown in the picture. 

http://www.microsoft.com/Security_Essentials/


18 

 

Sometimes, quite annoyingly, a new PC will come with anti-virus software bundled for free. The 
hope is after the free few months you’ll subscribe. These can be difficult to uninstall but 
generally have to be uninstalled properly or it affects any new AV software. 

If you don’t want to subscribe certainly uninstall it and install your own.  

Norton tend to be the most difficult to remove but they have provided a removal tool that will 
do this for you on their Symantec website Norton Removal Tool. You’ll need your Product Key to 
hand. 

If you want to be really cutting edge, you could try the new Panda Cloud AV. This does all its 
processing in the cloud so the instance on your machine is minimal in processing. However be 
aware of viruses being introduced via memory sticks and CD/DVDs. 

 

FIREWALL, SPYWARE 

Freeware and Adware are free and available for download, the latter is advertisement 
sponsored. 

Freeware and Adware run while you’re on-line. Some collect information about the user and 
their use on the internet, sending this information back to advertisers. Others, like spyware, are 
more dangerous and can be used to capture your keystrokes e.g. passwords and this can be 
used to access your machine while you’re using it or even while it isn’t in use. Broadband is on 
constantly so if you leave your machine on while away access is still possible.  

Always use Windows Firewall to prevent hackers and other damaging software from gaining 
access to your computer. A firewall will protect you from malicious software and not broadcast 
your machine to the world. It can be configured to prevent any unauthorised updates to your 
machine unless you specifically accept an update or add some software. Your choice of firewall will 

depend on how many machines you want to protect and the operating system you’re using (Microsoft XP, 
2003, Linux). 

If you’re using XP, it comes with Windows Firewall, this must be up to date with SP2/3, if not 
download and update. If your machine came with XP, the firewall will be on by default. 

Equally use Windows Defender to scan for spyware and other unwanted programs. 

Updates and patches: Ensure you are up-to-date on Windows updates; these are free with 
registered copies of Microsoft products. 

 

INFORMATION ON SPAM 

http://www.symantec.com/norton/support/kb/web_view.jsp?wv_type=public_web&docurl=20080710133834EN&selected_nav=partner
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Generally, providers of your e-mail would provide a facility for managing spam. The Union’s e-
mail facility, Generic e-mails, has a solution to reduce or prevent excessive spam. 

If you have acquired other e-mail addresses from your ISP, they generally have a solution 
provided free or for a small extra fee. 

If you have linked your e-mails to your copy of Outlook on your desktop/laptop, use the junk 
mail facility to filter out any unwanted mail. 

The facility allows you to control the kinds of messages you receive and from whom you want to 
receive them.  As a default the junk e-mail filter is already turned on, but you can control the 
settings.  

How to? 

Using the ACTIONS menu within Outlook 2003/2007; select ‘Junk e-mailΩ, Ψjunk e-mail optionsΩ 

From here there are a series of settings you can use to block unsolicited e-mails as well as 
particular foreign e-mails. In options, ensure at least ‘Low’, is selected.  

Avoid being Blacklisted 

For those sending e-mails as part of your marketing/communication activity it is important to 
understand some of the risks. If you regularly send ‘bulk’ e-mails and a substantial number of 
those addresses bounce back you could risk having your e-mail (domain) blacklisted as it would 
be labelled as a spamming domain. Generally the IP address of your e-mail server or internet 
connection would be added to the blacklist and you’ll have to go through a process to get 
yourself removed. If you want to know more about being blacklisted start at the following 
website: www.spamhaus.org 

To prevent this, ensure the e-mail addresses are valid by using the up-to-date list from the 
Membership Reports on Hearth. 

If an e-mail bounces back, don’t use it again until you can validate it is genuine. 

Use a 3rd party tool to send e-mails especially if it is to more than 50 addresses. 

For Privacy, add the e-mail addresses to the BCC field so members cannot see each others’ 
addresses.  

 

 

http://www.spamhaus.org/
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BLOCKING PORN AND OTHER UNSAVOURY SITES........... 

Where are the dangers? How can you protect yourself? 

Websites are not censored and accesses to inappropriate sites are easy, even accidentally. If 
found out you are liable to prosecution. 

The police or other law enforcement body have the right to cease all electronic equipment they 
believe could have been used in a criminal act. 

This will include your laptops and desktops. They will look for evidence of prolonged and 
repetitive access to inappropriate sites, of which some of these could be illegal. They will also 
look for patterns of access and any sign-ups, subscriptions or other pay methods to access these 
sites. 

You will be held responsible so to protect yourself follow the guidance:  

¶ Invest in a good web monitoring software and ensure it is comprehensive for your 
needs.  

¶ Webwatcher is one of the best that have more functions than you will probably use e.g. 
remote monitoring. The most commonly known one is NetNanny, aimed at parents so 
they can prevent unsavoury sites being accessed as well as monitoring what their 
children can see; e.g. unapproved chat rooms.  

¶ Obtainable in the UK and commonly used is McAfee Total Security. McAfee Total Protection 

2010 

¶ Norton 360 Ver. 4 Norton 360  

¶ If others are using your machine, you can also review the sites browsed using history 
in Internet Explorer, though prevention is far better than the consequences. 

 

What if I do need to access an illegal or unsavoury site as a part of some casework? 

No one, whatever they are doing should need to access illegal or unsavoury sites. Some can be 
particularly disturbing and if you’ve never accessed those sites but think you’ve seen everything 
and will not be shocked, you probably will. It is best avoided. 

As well as the police, you can report illegal sites, including anonymously, to the Internet Watch 

Foundation 

If you need to see a site as a part of the casework you’re involved in you will have to formally 
have it reviewed by the police or via the IWF. You should avoid at all costs viewing such sites 
yourself as you may not be able to use your role as a casework as a defence should your 
machine become full of illegal site content.  

http://www.mcafeeprotection.com/UK/mcafee-total-protection.asp?source=002_mcafee_UK&tid=002&gclid=CISJ_u2IrKACFR0-lAod5Dd7Zg
http://www.mcafeeprotection.com/UK/mcafee-total-protection.asp?source=002_mcafee_UK&tid=002&gclid=CISJ_u2IrKACFR0-lAod5Dd7Zg
http://www.symantec.com/en/uk/norton/360
http://www.iwf.org.uk/
http://www.iwf.org.uk/
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What help from government agencies? 

Many countries’ ISPs are coming together and agreeing to block child pornography sites and 
some are including pornography sites too. This isn’t comprehensive so prevention is best carried 
out at source. 

More advice on protecting yourself on the web can be found at the Getnetwise website.

mailto:http://www.getnetwise.org/
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BACK-UPS 

Backups are an important yet often neglected part of running an office. Based on the amount of data 
you accumulate, it is worth investing in a portable hard drive to backup data regularly. A good one 
can cost less than £100 for a small light version that could easily be ported to another location for 
safe keeping. 

1. Review what information you have in a typical month 

2. Identify which of these changes and the frequency e.g. applications can be re-installed and 

wouldn’t change much. Data changes frequently but what data are you storing. 

3. If you’re getting data from the NUT and not adding to it then old data can and should be 

deleted though you may want to keep stats for your personal monitoring 

4. If you do add to our data then you’ll need to append new data thus maintaining your 

existing information. 

5. Other changing data and documents, (e-mails, casework correspondence, contacts), should 

be backed up regularly. You will need to decide how often depending on how busy you are 

as to whether daily or weekly. 

6. Decide who will do the regular backups so consistency is maintained. 

7. XP allows you to do a snap shot of your machine and this should be done regularly. It is 

particularly useful for reverting back should your machine becomes corrupted by a virus or 

other. This should be used in the first instance before rebuilding your machine as it is quicker 

and generally solves most issues. 

8. Purchase a memory stick or mobile hard drive or CDs/DVDs so data can be stored away from 

the PC/Laptop in a safe place.  

9. It is useful to password files with important information e.g. word or excel files. Equally, if 

you have WinZip, you can zip whole directories and use the encrypt icon to attach a 

password to all files. Zipped files stored on a removable memory device would still be safe 

should the device get lost or stolen. 

10. Equally you can encrypt key documents and data on your CD PC or laptop in XP. 

This is done by selecting the folder or file then right click on the folder or file in windows 

explorer. Choose.....Properties.  Click Advanced.....and tick the option labelled ‘encrypt 

contents to secure data’.  Encrypted files/folders will be displayed in green. 
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11. Encrypted files can be decrypted using the same method by un-ticking the label option 

‘encrypt contents to secure data’. 

12. Once files or folders are encrypted, only you will be able to read those files and folders. 

13. Ensure that you’re laptop or desktop has a logon unique to you; this way should the PC or 

laptop gets stolen, no one else will be able to access those encrypted files. 

14. If you have any data that is particularly valuable and is unlikely to change, such as photos or legal 

documents, you should also consider archiving these to a safe long-term storage, perhaps on a 

monthly basis. 

 

Backing up in Windows 7: Watch the video 

http://windows.microsoft.com/en-us/windows7/Back-up-your-files 

Windows 7 – general support and maintenance 

http://windows.microsoft.com/en-US/windows7/help 

XP – general support & maintenance 

http://windows.microsoft.com/en-US/windows/help/windows-xp 

3rd Party tool – Acronis on-line backup is worth a look. It is reasonably priced and claims access from 
anywhere. 

REMOTE ACCESS TO YOUR PC 

There may be occasions when you’re out of the office but need a document or file from your PC. 
Technology is available today that will allow you secure access back to your PC. 

While there is some information on what’s available here, these are not recommendations and you’ll 
need to do some research into each to find one that suits your needs. 

Examples include ‘Webex’, ‘Logmein’ or ‘Gotomypc’. More can be found by typing “remote access” 
into the Google search engine. 

Most applications will need to be set up prior to you needing to use it and these are the more secure 
ones. 

http://windows.microsoft.com/en-us/windows7/Back-up-your-files
http://windows.microsoft.com/en-US/windows7/help
http://windows.microsoft.com/en-US/windows/help/windows-xp
http://www.acronis.co.uk/homecomputing/products/online-backup
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COMPLIANCE 

DATA PROTECTION 

The Union is registered with the Information Commissioner’s Office responsible for Data Protection 
fulfilling our data protection responsibilities. This is reviewed annually and added to as needed. 

The data we share with Secretaries and other officers is based on their role within the union. A 
user’s role determines whether they can have access to members’ data and which members’ data. 
Access to data is via a secure login on the Hearth website. The Membership Reports and Member 
lookup facilities are only visible if the role requires it. 

While you may be able to see more information on a member via the Member look-up facility, the 
data you’re allowed to download is restricted to publically available data.  

If you, as a Secretary or other officer of an Association/Division, find you have collected other 
information e.g. date of birth, which together with other data is capable of identifying an individual, 
it is your responsibility to ensure this information is protected and deleted when no longer needed. 

If you download members’ data from Hearth for use in the office by someone else authorised to 
process this data, it is your responsibility to ensure they treat the information as private information 
and adhere to Data Protection principles. 

Saving data on local machines for longer than is needed isn’t necessary when the same and more up-
to-date data is available on-line at anytime. 

More information on data protection and its principles can be found on the ICO website. 

There is further advice on SPAM in the section Information on Spam 

There is also more comprehensive advice and information on Data Protection on Hearth “Advice & Guidance”, 
“Education and related Law”, “Privacy”, in particular Understanding Data Protection 

DISABILITY  

While this guidance isn’t about employing people, volunteers or other, you may already have or 
want to employ a person that is disabled. 

The Disability Discrimination Act 2005 defines the people that are classed as disabled. There are 
many organisations that offer advice on disability and provide practical support and training for 
disabled staff and there could be access to grants for ICT aids to support a disabled person while in 
work. 

mailto:http://www.ico.gov.uk/
http://www.teachers.org.uk/node/7760
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The list below isn’t exhaustive but provides some information. There is also some good information 
on the Directgov website. 

Disabled access to Computing: http://www.da2c.org/ 

Adaptive Technology: www.abilitynet.org.uk/ 

Ergonomics: http://www.keytools-ergonomics.co.uk/ 

ENERGY SAVING AND RECYCLING 

Energy saving and reducing energy cost initiatives is worth some consideration especially when purchasing 
equipment. 

Most suppliers are making their equipment energy efficient or provide software tools to put equipment to 
sleep when not in use. While this helps, the equipment isn’t off and is still using energy. Considering energy 
efficiency will reduce energy bills. 

If purchasing new equipment enquire about its energy efficiency and whether it meets any of the standards 
available.  

Energy standards for computer equipment are fairly new; new PCs and other equipment may have a label 
showing how energy efficient or the energy start it has achieved. http://www.eu -energystar.org/ 

One of the best on the market for PCs is a BroadLeaf computer: http://www.very-pc.co.uk/broadleaf/ 

This is relatively new and it is best to do some further research to ensure it will meet your needs. 

If you’re replacing your equipment because they no longer meet your needs, just putting them out with the 
trash is no longer allowed. There is something called the WEEE directive that prohibits the dumping and 
disposal of electrical equipment with the normal household or office waste. You should be able to contact your 
local council on how to dispose of such waste. 

Alternatively, if your equipment still works it can be donated for recycling with a number of reputable 
organisations. The Union uses Computer Aid International, a small fee is paid for removal but they wipe all 
data from any machines and recycle it for a number of international good causes. 
http://www.computeraid.org 

 

http://www.da2c.org/
http://www.abilitynet.org.uk/
http://www.keytools-ergonomics.co.uk/
http://www.eu-energystar.org/
http://www.very-pc.co.uk/broadleaf/
http://www.computeraid.org/
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TOOLS THE UNION PROVIDE 

Hearth 

Hearth is the online interactive support centre for NUT local officers and staff. It is a password protected site 
and requires registration. The site URL is  www.teachers.org.uk/user/login or www.teachers.org.uk/Hearth 

Whatôs on it? 

¶ Officers’ email 

¶ Officers’ directory 

¶ Circulars 

¶ National events calendar 

¶ Forum and blog facilities 

¶ Resource centre with templates, images and logos 

¶ Quick member look-up 

¶ Members report download 

¶ Campaign materials and resources 

¶ Advice and guidance materials 

¶ Latest news and information 

¶ Publication order tool 

¶ New improved search facility 

¶ And much more 

All association and division officers are entitled to a Union officer email address as follows: 

Association/Division Secretary secretary@assoc.nut.org.uk 

Association/Division Treasurer treasurer@assoc.nut.org.uk 

Association/Division Health and Safety Advisers h&sadviser@assoc.nut.org.uk  

Association/Division Equal Opportunities Officers equalopps@assoc.nut.org.uk 

Association/Division Membership Secretaries membsec@assoc.nut.org.uk 

Association/Division Learning Reps ulr@assoc.nut.org.uk 

http://www.teachers.org.uk/user/login
http://www.teachers.org.uk/Hearth
mailto:secretary@assoc.nut.org.uk
mailto:treasurer@assoc.nut.org.uk
mailto:h&sadviser@assoc.nut.org.uk
mailto:equalopps@assoc.nut.org.uk
mailto:membsec@assoc.nut.org.uk
mailto:ulr@assoc.nut.org.uk
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If you do not have an officer email, please contact the web team at web@nut.org.uk. 

How do I register? 

1. GO TO HTTP://WWW.TEACHERS.ORG.UK/USER/REGISTER 

2.   Have your membership number, email address and post code to hand 

2. Click on create new account 
3. Enter required details in provided fields 
4. Click on create new account to submit 
5. A password will be sent to your email address instantly 

Tips! 

¶ Hearth tutorials and training guides are available in help and support on Hearth. 

¶ Not sure where to find things on Hearth? Why not use the sitemap or the new improved search 
facility.  

¶ You can access your officer email from your blackberry or iPhone.  For blackberry, see the set up 
online page at  http://na.blackberry.com/eng/support/blackberry101/setup.jsp#tab_tab_email 

 

 

mailto:web@nut.org.uk
http://www.teachers.org.uk/user/register
http://na.blackberry.com/eng/support/blackberry101/setup.jsp#tab_tab_email
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On-line Tools 

SOCIAL NETWORKING 

FACEBOOK AND OTHER SOCIAL NETWORKING SITES 

Use of social networking sites are becoming common place. They are useful tools if used correctly with its 
purpose clearly defined. However like most Internet tools developed to encourage communication it is 
exploited by a minority and hence care must be taken to protect ourselves and others. 

If using within a school 

· Find out if there are any policies at the school or the local authority  

· Always remain respectful and professional in all communications posted even if it is privately to a 
friend. 

· Keep a separate Facebook based on your audience e.g. if students find your Facebook page for Union 
activities, don’t invite them in.  

· Keep a separate Facebook account for Family and friends.  

· If signing up to use Facebook within a school, use an official school e-mail address and logins linked to 
the school. In this instance, using Facebook to support a lesson within the school, written guidance on 
what’s acceptable for posting by students must be clearly communicated.  

· It is not recommended that teachers are encouraged to use Facebook or any other tool to converse 
with students outside an official capacity.  

Set profiles to private and review regularly 

· If you create video/audio clips ensure they can be found e.g. Place on your website rather than say, 
YouTube, or have a link to it that you maintain. 

· If blogs or discussion groups (DG) are created, ensure they are moderated.  

· Create blogs or discussions that are time limited allowing you control over your available time to 
monitor effectively. 

· Once a blog/DG is closed – use the material to write a fact sheet or paper for your website. 

If you need more information on using Facebook, e-mail a request to the Hearth helpdesk and it will be 
considered for inclusion in future guidance. 

SURVEY PROTOCOLS  
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Introduction 

Surveys are a useful means of gathering information in a timely manner. Some good practice on doing a survey 
is included here. 

Surveys sent should follow a co-ordinated approach ensuring members or recipients being surveyed are not 
‘over-surveyed’ or are asked the same or similar questions within a short space of time.  It is also important to 
achieve the maximum benefit and information from those being surveyed by using the least amount of 
questions and least volume of surveys within a time period.  

When to survey 

It is important to determine the best time to do a survey. The timing of surveys should complement past, 
current and future surveys as well as events relevant to the survey; e.g.  if planning to change a training 
briefing session for school reps, send a survey as close as possible to the last briefing while the event is still 
memorable. 

How to survey 

If the same survey needs to go out to the same group of people regularly, you’ll need to explain this in each 
survey to ensure maximum return. 

Survey good practice 

1. What will the survey achieve – what do you expect to result from the responses. 
2. What can you feed back – people are more interested in filling in a survey if there is feedback – if you 
don’t intend to feedback say so – this manages expectations. 

3. Keep surveys short and relevant e.g. if you want to ‘group’ results by age for instance, ask a question 
with the groups rather than asking for age or DOB. 

4. If asking for personal information, include a link to the Union’s privacy policy or data protection 
statement, as relevant. 

5. Include ‘other’ or ‘not applicable’, especially for mandatory questions, in your question choices, 
though don’t have too many open ended questions. 

6. Test your surveys as some questions, especially matrix questions or multiple choices, can be tricky to 
answer. The first indication to recipients that they have to choose carefully between one answer very 
close in meaning to another will cause them to abandon the survey.  

Surveys can be used to get feedback as well as elicit information. Questions that need attention when 
surveying members include: 

If sharing, with whom will the information be shared? 

One of the easiest tools on the market is: http://www.Surveymonkey.com 

http://www.surveymonkey.com/
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SELECTING A E-MAIL MARKETING TOOL/SERVICE 

E-mail marketing is an electronic means of communicating with members on a regular, ad-hoc or one-off basis 
using e-mails. It is a more structured approach sending newsletters and recognisable mail to an audience likely 
to read and react to the information. 

It has become such an effective marketing approach that it is widely, has its own specific on-line software tools 
by a variety of vendors of which some are free. 

CORE FUNCTIONALITY  

The main functions in an effective and useful e-mail Marketing tool include: 

1. Ability to upload e-mail addresses with an identifier e.g. most will ask for a .csv file which is an excel 
file saved as .csv or created as .csv. All reports downloaded from the membership reports in Hearth is 
a .csv file. 

2. Access to a template library so you don’t have to start from scratch. 
3. Ability to edit your template, preferably using tools and icons available are as similar as possible to 

those in word; e.g. cut, paste, fonts, tables etc 
4. Ability to upload pictures and images e.g NUT logo 
5. A simple way to insert default instructions e.g. unsubscribe. In some packages these are under the 
‘Insert Action’ menu or tab. Some products go further and allow you to personalise, so if you’ve 
uploaded the person’s name, you can personalise so that each e-mail goes to Dear “First Name”. 

6. Ability to create links easily with links used regularly stored. 
7. Preview button to see how the e-mail will look 
8. Ability to test send your e-mails 
9. Ability to view reports on your campaign e.g. how many opened it, number of bounce backs etc. 
10.  Reports should show emails sent, delivered, opened, forwarded, bounce backs and unsubscribes as a 

minimum. 

VALUE ADDED FUNCTIONALITY 

11. Ability to import other formats for e-mail addresses in addition to .csv 
12. Ability to size images, if not available you will have to size it prior to uploading. 
13. Spam check button that allows you to evaluate, automatically, if your e-mail campaign could be 

classed as spam. 
14. Ability to generate a ‘plain text’ version of your e-mail campaign for those receiving e-mails via their 

blackberrys and other hand held devices. 
15. Reports that show links clicked, replies, non opened and ROI 
16. Ability to schedule when the e-mail campaign goes out, by selecting a date and time. 

 

E-MAIL MARKETING TYPICAL STEPS 

After doing a few e-mail marketing campaigns, the steps taken will become second nature. However to get you 
started you may want to consider the following: 
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1.      Prepare folder or document of the content and images you will need for the campaign so these are 
readily available. 

2.      Convert your e-mail address list to a csv file and store in the same place. If you receive an Excel file 
from RSS ensure this is a csv file or convert it by saving it as a .csv file. 

3.      Have a draft of how you would like your template to look – this will help when creating or amending a 
template below 

4.      Login into your e-mail marketing tool e.g. www.dotmailer.co.uk  

From here you  either create a template from scratch, one you know you’ll use mostly – hence why 3 
above is important; you can use one of the templates provided and change it to suit with NUT logos 
and images or re-use a template you previously created. 

5.     Add default links (e.g. unsubscribe) and links specific to the campaign (e.g. forward to friend). The 
default link, unsubscribe must be added as it is a legal requirement. 

7.      Insert other links e.g. to www.teachers.org.uk but not links to hearth unless all cann access hearth. 
8.      Create the plain text version of the e-mail, as so many of us have blackberrys and other handhelds, 

our members may too. 
9.      Do a ‘test send’, one is already created but check it includes all typical e-mail addresses.  
10.   Upload your addresses using your .csv file – there should be the facility to do this. 
11.   Send the Campaign 
12.   View your campaign reports and deal with any issues – e.g. if there are ‘hard’ bounce backs, collate 

these.  If it is possible to collect up-to-date e-mail addresses locally, do so and send to RSS to be 
added to the membership system. It is important not to resend e-mails to hard bounce backs, these 
are generally spelt incorrectly or may no longer be valid. 

 

SKYPE 

Skype is everywhere and well used throughout the world. It is a means of voice communication, much like a 
telephone but through your computer. 

It can be used to make free calls to other Skype users or paid/subscription calls to other phones. 

It is easy to sign up to Skype but like all other utilities like this on the internet, your profile and security settings 
need close attention before use. 

Skype needs you to download some software from their website and register to use the facility. 

Following this there are many other uses e.g. you can video call someone if you have a camera on your 
Laptop/PC. 

Skype for personal use can be used but it is worth looking at their business facility as it offers a bit more. 

http://www.skype.com/intl/en-gb/download/skype/windows/business/ 

 

http://www.dotmailer.co.uk/
http://www.teachers.org.uk/
http://www.skype.com/intl/en-gb/download/skype/windows/business/
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